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New Features

1. Allowsuser to set own password. (maximum 16 characters)

2. Allowsuser to enter “Password Hint”, in case user forgot about their password

3. Automatically format the “Protected” part of the USB Disk Pro when enter wrong
password 6 times.

4. New “Format” function, allows user to define the capacity of the protected area.

5. Two partitions but you can only see one partition at atime.

IMPORTANT

1. When using USB Disk Pro with the security application program, only ONE USB
Disk Proisalowed at once. DO NOT PLUG IN TWO OR MORE USB DISK PRO
AT THE SAME TIME.

Mac OS Users Only

2. ThereisNO Security Application Program available for Mac OS'syet. Will provide
the Security AP for Mac soon.

3. Mac0S8.6~10.x You will only see the “unprotected” areain these Mac OS's.

I ntroduction to SecurePenDrive—E

A A N

The flash memory has been split into 2 parts. Partition 1
(let’'stake a 16MB SecurePenDrive for example) AP
Partition 1: This partition is where the ]{ —

security application program 16MR Partition 2

is stored and it's always open Protected

Area

Partition2: Thisisthe protected area.

You can only see this areawhen

you “Unlock” the device. v v
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Note
(@ Withthiskind of security function, user can only see one partition at atime.
Also, partition 2 can only be seen with the following condition.
(1) A password has been setup
(2) Correct password has been entered and device is unlocked

Example

Before entering a password (unlock device), user will see “Partition 1” only.
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M ain Screen

5 L Security AP v1.03 |
- U5B DISE Fro /
)
N ]
Passward Bt [N O, JE
\ ; _ Inzable Passwooed
~Device Lock . |NO.
Urilock \|~\
F [$&— Fasswaord Hit Format |

v

G

A  Set up/ Change password

B Disable/ Remove password

C Unlock Device

D Password Exist Status — tells you whether a password has been set up or not
E Device Lock Status —tells you whether the device islocked or not

F  Forgot Password ? —don’t worry, let password hint remind you

G Format —allow user to set the capacity of the “protected” area

Page 5



Appar atus A — Setup Password

(1) Press*Set Password” to setup password, you will see the following screen
Security Application Program ¥1.01 I

01 Passwaoed I

Wewa Pazsvaoed ; Il

Contiom Passeord ;- I

Hirt (31 bytes)- |

[~ Umask Passwoed | Cancel |

(2) Enter apassword of your choice. (maximum 16 characters long)

(3) Confirm password by re-enter the password you set in (2).

(4) Enter ahint of your own, in case you forget your password. You can enter anything
you want within 31 characters.

Security Application Program ¥1_01 I Security Application Program ¥1_01 I

01d Passwaned : I 01d Passwaned : I

Hews Passwaord ; 2 lmc Hews Passwaord ; l 123

Confiem Password, || \_> Contrem Passwaord ;- I 123

Hint (31 bytes): 4 i[-'-]'hatismg,l passraord ? Hint (31 bytes): i[-'-]'hatismg,l passraord ?

[ Tnmask Passemord | Cancel | ¥ Timask Passwaord | Cancel |

PS: Tick “Unmask Password” box to see what are you typing or what you have
entered

(5) Press*“Set” to confirm changes. You will see the following message window pop up.
This message window tells you, that the device will be automatically locked after you
remove the device from USB port.

PASS |

' Pazsword changed
/ * Device will lnck autamatically after remove from LISE port
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(6) Once you have set up the password correctly, you will notice the change in “Password
Exist” Status.

L3 Security AP v1.03 ]|
0SB DISK Fro

Passwoed Exst I'fes. i bassiond |

Dnsahle Passwiord

Dewice Lack: e
Trlack |

Passvaned Hint Format | :

NOTE : When you remove the device from USB port and re-insert it again, the device
will automatically be locked. If you try to accessit, it will reply with some error
message. (depending on the operating system, the error message will be different)

My Computer |

Q H:% iz not accessible.

The device iz not ready,

Cancel |

If you execute the Security AP, you will see that the deviceis LOCKED.

L3 Security AP v1.03 ]|
0SB DISK Fro

Passwoed Est | Yes i bassiond |

Dnsahle Passwiord

Dewice Lack: e

nlock |

Passvaned Hint Format |
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Apparatus A — Change Passwor d

(1) If you have already setup a password before, you can change the password you set.
Click “Change Password” to change.

L3 Security AP v1.03 ]|

~ 3B DISE Fro

Change Password

Passwoed Exst I'fes.
Dnsahle Passwiord |

Dewice Lack: e
Trlack |

Passvaned Hint Format |

(2) Enter your old password
(3) Enter new password of your choice
(4) Confirm the new password by re-enter
(5) Change password hint if you wish.
PS: (i) Password Hint does not have to enter/change, if you don’t want to useit or
You want to use the old hint.
(if) Password Hint can only be edit with new password.
ie: Password Hint can not be edit/change without change of password.
Security Application Program ¥1.01 I

014 Passwaoed 2 123

Hewn Passvacrd 3 [abcl2d

Conifiern Passwaord | 4 |ahel23

Hint (31 bytes) : 5 TaThat 15 Ty passwaoed ?
|l_7.T_TTrmaskPasswcrfd Set Il Ea‘ncell

7

(iii) Use“Unmask Password” to see what you have typed.
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Apparatus B — Disable/ Remove Password

(1) If you no longer want to use the password, select “ Disable Password” to removeit.

L E Secunty AP »1.03 ] |
~ USBDISK Pro
Password Exist Iffes__ Change Password
' Disahble Passwocd
DeviceLock:  [Fes.
nlock
Passwoord Hint Format | =

(2) Enter your password.

Security Application Program ¥.._ B3 |

Evter Passwooed:
[abe12z

WV Ummask Fassmord Cancel |

You only have SIX chances to enter password correctly. If you enter wrong
password six times, it will automatically FORMAT the “protected” area of your
SecurePenDrive. (All datawill be lost)

Page 9



Apparatus C —Unlock Device

D

If you have setup a password, before you can access the data on the protected area,

you must “Unlock” first. (enter password) Select “Unlock” to enter password.

L Security AP v1.03

— 5B DISE Fro

Passwaoed Exast; f Wes.

Dewice Lack:

Yes,

Change Password |

Disable Password |

| Trlack I

Fasswoord Hint

F-:rrmatl :

(2) Enter your password.

Security Application Program V... E3 |

Frtter Password
B

B

Device unlocked

(2) When deviceis*unlocked”, it will automatically switch to “Partition2”
(the protected area)

Ba Ll Yuu Ou fpeim el - e G Fpeutes e [ & |
Partition 1 - Unprotected Area Partition 2 - Protected Area

2N = =

i Fopoe | SWEE I abdas I}

N @ =

E iy Leoraal Fars

5 - =

T e
| 5 Wiy Gt

You only have SIX chances to enter password correctly.

If you enter wrong

password six times, it will automatically FORMAT the “protected” area of your

SecurePenDrive. (All datawill be lost)
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Apparatus F — Password Hint

As ahuman being, we all forget things from timeto time. So when you setup/change your
password, you can also edit a“Reminder” of your choice, in case you forget your password.

(1) Enter ahint of your choice. (maximum 31 characters|ong)
You can edit the hint only when you

Setup Password Change Password
Security Application Program ¥1.0 I Security Application Program ¥1.0 |
01d Passwaced : I 014 Passwoed [123
Hews Passwaord ; I 123 Mewa Pazsword ; I 12345
OR
Confiemn Pazswaoed I 123 Confiemn Pazseaored ;- I 12345
Hint (31 bytes): i[-'-]'hatis my passraord? Hint (31 bystes) : ng,l phone mimberis ?

v Urnnask Passwoed | Cancel |

(2) Press*“Password Hint” any time to get your reminder.

L i Security AP v1.03 ] |
~TI5E DISE Fro
Passvaoed Exist I'fes. Change Fasswrord | PASS |

_ Disable Bassword | _
DevceLock:  [Fes, [ our Hint :
il Thrlack | I::> Wihat iz my passward?

Passvaned Hint Format |
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Apparatus G — For mat

L Security AP ¥1.03

—1I5E DISE Fro

Passvaord Exst IND' Set Password |

Diesvice Lok IND_

Disahble Password

Unlock |

Fassword Hint Format

PASS

2N

|

&l the data in the disk will be destroped,
[f pou do not want 20, pleaze close it

(1) Press“Format” to adjust the
capacities of the SecurePenDrive.

(2) A warning message will show,
telling user that if you proceed with
formatting, any data on the
SecurePenDrive will be lose.

Security AP v1.03 x . .
L ] (3) Drag the bar to adjust the capacity
K of the “Protected” area.
Secure Disk - 14080 of 16000 KB eg: In this case, the protected area
isabit over 14MB and the
Ok | unprotected areawill be what ever
isleft. (as shown below)
e tin Uk 1] Popetion ETET (1 conavable Disk. 15| Properies
Gereral | Todk: | Shing| Compeson | Gervial | Toeks | Sharing | Comgeestion |
= = | = = |
Tppa- Fararancd (e Type Fiomnoanble Cuk
— Fis spriegy FAT e ncies E4T
W Ltoed apace: Obgar  Dbym W Uzsd mpace Sl SEEE
B Fres mace 14306 000 bter 11 EME B Fisspacs: 1R A 1M
Capaciy WA bsder  T1EHD Cacaciy 1987 Ml gty 170

Dem F

Dew G

Partition 2 - Protected Area

Partition 1 - LiInnratected Area

® | toel |

[ o ] caes | |
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